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1
Decision/action requested

This document discusses resolving the gaps in NSSAA.
2
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3
Discussion

3.1 Gap of GPSI usage between SA3 and SA2 
How and when the AMF obtains the GPSI is specified in clause 4.2.2.2 of 23.502 as follows:

“The GPSI is provided to the AMF in the Access and Mobility Subscription data from the UDM if the GPSI is available in the UE subscription data.”
 Furthermore, as indicated in table 5.2.2.2.2-1 of 23.502 (UE Context in AMF):
	Field
	Description

	SUPI
	SUPI (Subscription Permanent Identifier) is the subscriber's permanent identity in 5GS.

	Routing Indicator
	UE's Routing Indicator that allows together with SUCI/SUPI Home Network Identifier to route network signalling to AUSF and UDM instances capable to serve the subscriber

	AUSF Group ID
	The AUSF Group ID for the given UE.

	UDM Group ID
	The UDM Group ID for the UE.

	PCF Group ID
	The PCF Group ID for the UE.

	SUPI-unauthenticated-indicator
	This indicates whether the SUPI is unauthenticated.

	GPSI
	The GPSI(s) of the UE. The presence is dictated by its storage in the UDM.


SA2 considers GPSI as optional for a UE. There are UEs with no GPSI.
However, according to the NSSAA in the living doc for eNS, after the AMF obtains the EAP ID response from the UE, the AMF sends the EAP ID response, and GPSI to the NSSAAF function. The NSSAAF function will send it to the AAA. GPSI is needed by the AAA to inform the core network which UE the AAA intends to communicate/re-authetnicate/revoke.GPSI is a must in the NSSAA. 
Observation 1: NSSAA requires GPSI as a prerequisite, but GPSI is optional.
3.2 proposal to resolve the gap
A general proposal is that the UDM shall allocate NSSAA IDs for the UEs without GPSI to enable the NSSAA procedure. However it’s unnecessary to allocate NSSAA IDs for UEs which will not perform NSSAA procedure:

1) UEs with subscription information that no subscribed S-NSSAI is subject to NSSAA.
2) UEs do not support NSSAA;

The UDM can identify the first type of UEs via subscription information check.

For the second types of UEs, according to TS 23.502: 
“If the UE has indicated its support for Network Slice-Specific Authentication and Authorization procedure in the UE MM Core Network Capability in the Registration Request, AMF includes in the Pending NSSAI the S-NSSAIs that map to an S-NSSAI of the HPLMN which in the subscription information has indication that it is subject to Network Slice-Specific Authentication and Authorization, as described in clause 4.6.2.4 of TS 24.501 [25]. In such case, the AMF then shall trigger at step 25 the Network Slice-Specific Authentication and Authorization procedure, specified in clause 4.2.9.2.”
As a result, the UDM can be made aware of the second type of UEs by the AMF.
3.3 Conclusion

The UDM shall allocate a NSSAA ID for the UE without GPSI in the case where the UE supports NSSAA and has subscribed S-NSSAI which is subject to NSSAA.
4
Detailed proposal

It is proposed to send a LS to SA2 to inform them on the above described gap and request the allocation of NSSAA IDs for UEs that need them. 
